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30 days after the close of the hearing, 
unless the hearing results in a finding 
against the recipient. 

(3) FEMA will limit any deferral to 
the particular recipient and particular 
program or activity or part of such 
program or activity FEMA finds in vio-
lation of this regulation. FEMA will 
not base any part of a deferral on a 
finding with respect to any program or 
activity of the recipient which does not 
and would not, in connection with new 
funds, receive Federal financial assist-
ance from FEMA. 

[55 FR 23078, June 6, 1990, as amended at 68 
FR 51380, Aug. 26, 2003] 

§ 7.946 Hearings, decisions, post-termi-
nation proceedings. 

Certain FEMA procedural provisions 
applicable to title VI of the Civil 
Rights Act of 1964 apply to FEMA en-
forcement of this regulation. They are 
found at 44 CFR 7.10 through 7.16. 

§ 7.947 Remedial action by recipient. 

Where FEMA finds a recipient has 
discriminated on the basis of age, the 
recipient shall take any remedial ac-
tion that FEMA may require to over-
come the effects of the discrimination. 
If another recipient exercises control 
over the recipient that had discrimi-
nated, FEMA may require both recipi-
ents to take remedial action. 

§ 7.948 Alternate funds disbursal pro-
cedure. 

(a) When FEMA withholds funds from 
recipient under this regulation, the Di-
rector may, if allowable under the stat-
ute governing the assistance, disburse 
the withheld funds directly to an alter-
nate recipient: Any public or nonprofit 
private organization or agency, or 
State or political subdivision of the 
State. 

(b) The Director will require any al-
ternate recipient to demonstrate: 

(1) The ability to comply with this 
regulation; and 

(2) The ability to achieve the goals of 
the Federal statute authorizing the 
Federal financial assistance. 

[55 FR 23078, June 6, 1990, as amended at 68 
FR 51380, Aug. 26, 2003] 

§ 7.949 Exhaustion of administrative 
remedies. 

(a) A complainant may file a civil ac-
tion following the exhaustion of admin-
istrative remedies under the Act. Ad-
ministrative remedies are exhausted if: 

(1) 180 days have elapsed since the 
complainant filed the complaint and 
FEMA had made no finding with regard 
to the complaint; or 

(2) FEMA issues any finding in favor 
of the recipient. 

(b) If FEMA fails to make a finding 
within 180 days or issues a finding in 
favor of the recipient, FEMA shall: 

(1) Promptly advise the complainant 
in writing of this fact; and 

(2) Advise the complainant of his or 
her right to bring a civil action for in-
junctive relief; and 

(3) Inform the complainant: 
(i) That the complainant may bring a 

civil action only in a United States 
District Court for the district in which 
the recipient is located or transacts 
business; 

(ii) That a complainant prevailing in 
a civil action has the right to be 
awarded the costs of the action, includ-
ing reasonable attorney’s fees, but that 
the complainant must demand these 
costs in the complaint at the time it is 
filed. 

(iii) That before commencing the ac-
tion, the complainant shall give 30 
days notice by registered mail to the 
Director, the Attorney General of the 
United States, and the recipient; 

(iv) That the notice must state: The 
alleged violation of the Act; the relief 
requested; the court in which the com-
plainant is bringing the action; and 
whether or not attorney’s fees are de-
manded in the event the complainant 
prevails; and 

(v) That the complainant may not 
bring an action if the same alleged vio-
lation of the Act by the same recipient 
is the subject of a pending action in 
any court (Federal or State) of the 
United States. 

PART 8—NATIONAL SECURITY 
INFORMATION 

Sec. 
8.1 Purpose. 
8.2 Original classification authority. 
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8.3 Senior FEMA official responsible for the 
information security program. 

8.4 Mandatory declassification review pro-
cedures. 

AUTHORITY: Reorganization Plan No. 3 of 
1978, E.O. 12148 and E.O. 12356. 

§ 8.1 Purpose. 
(a) Section 5.3(b) of Executive Order 

(EO) 12356, ‘‘National Security Infor-
mation’’ requires agencies to promul-
gate implementing policies and regula-
tions. To the extent that these regula-
tions affect members of the public, 
these policies are to be published in the 
FEDERAL REGISTER. 

(b) This regulation provides public 
notification of the FEMA procedures 
for processing requests for the manda-
tory review of classified information 
pursuant to section 3.4(d) of E.O. 12356. 

[49 FR 24518, June 14, 1984, as amended at 49 
FR 38119, Sept. 27, 1984; 50 FR 40006, Oct. 1, 
1985] 

§ 8.2 Original classification authority. 
(a) The Director, Federal Emergency 

Management Agency (FEMA), has the 
authority to classify information origi-
nally as TOP SECRET, as designated 
by the President in the FEDERAL REG-
ISTER, Vol 47, No. 91, May 11, 1982, in 
accordance with section 1.2(a)(2), E.O. 
12356. 

(b) In accordance with section 
1.2(d)(2), E.O. 12356, the following posi-
tions have been delegated ORIGINAL 
TOP SECRET CLASSIFICATION AU-
THORITY by the Director, FEMA: 

(1) Deputy Director, FEMA 
(2) Associate Director, National Pre-

paredness Directorate 
(3) Director, Office of Security 
(c) The positions delegated original 

Top Secret Classification Authority in 
paragraph (b) of this section, are also 
delegated Original Secret and Con-
fidential Classification Authority by 
virtue of this delegation. The following 
positions have been delegated Original 
Secret and Original Confidential Clas-
sification Authority: 

(1) Associate Director, State and 
Local Programs and Support. 

(2) Regional Directors. 
Any further delegation of original clas-
sification authority, for any classifica-
tion level, will be accomplished only by 

the Director of the Federal Emergency 
Management Agency. 

(d) The positions delegated ORIGI-
NAL TOP SECRET CLASSIFICATION 
AUTHORITY in paragraph (b) of this 
section, are also delegated ORIGINAL 
SECRET and CONFIDENTIAL CLAS-
SIFICATION AUTHORITY by virtue of 
this delegation. The positions dele-
gated ORIGINAL SECRET CLASSI-
FICATION AUTHORITY in paragraph 
(c) of this section, are also delegated 
ORIGINAL CONFIDENTIAL CLASSI-
FICATION AUTHORITY by virtue of 
this delegation. Any further delegation 
of original classification authority, for 
any classification level, will be accom-
plished only by the Director of FEMA. 

[49 FR 24518, June 14, 1984 as amended at 51 
FR 34605, Sept. 30, 1986; 53 FR 47210, Nov. 22, 
1989; 56 FR 32328, July 16, 1991] 

§ 8.3 Senior FEMA official responsible 
for the information security pro-
gram. 

The Director of Security, FEMA, has 
been designated as the senior official 
to direct and administer the FEMA in-
formation security program, in accord-
ance with section 5.3(a), E.O. 12356. 

[49 FR 24518, June 14, 1984] 

§ 8.4 Mandatory declassification re-
view procedures. 

(a) All information classified by 
FEMA under E.O. 12356 or predecessor 
orders shall be subject to a review for 
declassification if such a review is re-
quested by a United States citizen or 
permanent resident alien, a Federal 
agency or a State or local government. 

(b) Requests for declassification re-
view shall be submitted to the Office of 
Security, Federal Emergency Manage-
ment Agency, Washington, DC 20472. 
All requests shall be in writing and 
reasonably describe the information 
sought with sufficient clarity to enable 
the appropriate FEMA component to 
identify the information sought. Any 
requests that do not sufficiently iden-
tify the information sought shall be re-
turned to the requestor and he or she 
shall be asked to clarify the request 
and/or provide additional information. 
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(c) If within 30 days the requestor 
does not respond to the agency’s re-
quest for clarification or additional in-
formation, the FEMA Office of Secu-
rity shall notify the requestor that no 
further action can be taken on the re-
quest. If the requestor’s response to the 
agency’s request for clarification and/ 
or additional information is inad-
equate, the Office of Security shall no-
tify him or her that no further action 
will be taken until such time as the 
agency is provided with adequate infor-
mation concerning the request. In addi-
tion, the agency’s response will set 
forth the agency’s explanation of the 
deficiencies of the request. 

(d) Once a request meets the fore-
going requirements for processing, it 
will be acted upon as follows: 

(1) Receipt of all requests shall be ac-
knowledged within ten (10) working 
days. 

(2) FEMA action upon a request shall 
be completed within sixty (60) calendar 
days. 

(e) The Director of Security shall 
designate a FEMA component to con-
duct the declassification review. This 
will normally be the originating com-
ponent. The designated program or 
staff office shall conduct the review 
and forward its recommendation(s) to 
the Office of Security. Information no 
longer requiring protection under E.O. 
12356 shall be declassified and released 
unless withholding is otherwise author-
ized under applicable law. When infor-
mation cannot be declassified in its en-
tirety, FEMA will make a reasonable 
effort to release those declassified por-
tions of the requested information that 
constitute a coherent segment. If the 
information may not be released in 
whole or part, the requestor shall be 
given a brief statement as to the rea-
son for the denial, a notice of the right 
to appeal the determination to the Di-
rector of FEMA and a notice that such 
an appeal must be filed within sixty 
(60) calendar days to be considered. 

(f) If the request requires the ren-
dering of services for which fees may be 
charged under 31 U.S.C. 9701, such fees 
may be imposed in accordance with the 
provisions of 44 CFR part 5, subpart C. 

(g) The following procedures shall be 
followed when denials of requests for 
declassification are appealed: 

(1) The Director shall, within fifteen 
(15) working days of receipt of the ap-
peal, convene a meeting of the FEMA 
Information Security Oversight Com-
mittee (ISOC). Representation on the 
FEMA ISOC shall include the Director 
of Security or his/her representative, a 
representative of the component that 
denied the original request, a rep-
resentative from the Office of General 
Counsel, a representative from the Of-
fice of External Affairs and the Chief of 
Staff or his/her representative. 

(2) If the ISOC upholds the appeal in 
its entirety, the information will be re-
leased in accordance with the provi-
sions of paragraph (e) of this section. 

(3) If the ISOC denies the appeal, in 
part or in its entirety, then it will for-
ward the appeal with its recommenda-
tion(s) to the Director of FEMA, for a 
final determination. A reply will be 
forwarded to the requestor enclosing 
the declassified releasable information 
if any, and an explanation for denying 
the request in whole or in part. 

(4) Final action on appeals shall be 
completed within thirty (30) working 
days of receipt of appeal. 

[49 FR 24518, June 14, 1984, as amended at 49 
FR 38119, Sept. 27, 1984; 50 FR 40006, Oct. 1, 
1985; 51 FR 34605, Sept. 30, 1986] 

PART 9—FLOODPLAIN MANAGE-
MENT AND PROTECTION OF WET-
LANDS 

Sec. 
9.1 Purpose of part. 
9.2 Policy. 
9.3 Authority. 
9.4 Definitions. 
9.5 Scope. 
9.6 Decision-making process. 
9.7 Determination of proposed action’s loca-

tion. 
9.8 Public notice requirements. 
9.9 Analysis and reevaluation of practicable 

alternatives. 
9.10 Identify impacts of proposed actions. 
9.11 Mitigation. 
9.12 Final public notice. 
9.13 Particular types of temporary housing. 
9.14 Disposal of Agency property. 
9.15 Planning programs affecting land use. 
9.16 Guidance for applicants. 
9.17 Instructions to applicants. 
9.18 Responsibilities. 

APPENDIX A TO PART 9—DECISION-MAKING 
PROCESS FOR E.O. 11988 
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